
We are seeking for an insightful IT Security Consultant with Java programming skills to join a leading and 
innovative Oracle team within our organization.  
 
The successful participant will be a key member of the team, responsible for the implementation of parts 
of Oracle’s Identity and Access Management platforms, within customer projects. 
 
Duties & Responsibilities 

• Effectively operate as part of multiple teams in different customer projects. 
• Acquire knowledge and effectively utilize Oracle’s Identity and Access Management Platforms. 
• Implement reusable components for Identity and Access Management platforms. 
• Apply best practices and security guidelines in implementation. 
• Create and maintain documentation for the design, implementation, and configuration of the 

platform. 
• Learn and utilize tools and methodologies on Identity and Access Management area. 
• Develop reports utilizing SQL and Oracle’s BI Publisher. 
• Use source control tools like Git. 

 
The knowledge, skills, and qualifications we are looking for are strong working knowledge on the 
following: 

• Java (Collections, JDBC, File Handling) 
• Oracle Database Concepts 
• SQL 
• Rest Services 
• SOAP Web Services 
• WebLogic knowledge will be considered as an asset 
• Oracle Business Process Execution Language (BPEL) will be considered as a strong asset 
• Oracle Application Development Framework (ADF) will be considered as a strong asset 
• Knowledge of standard Authentication protocols like SAML, OpenID Connect and OAuth2 will be 

considered a strong asset 
• JavaScript and HTML knowledge will be considered as an asset 
• Fluent in Greek, both oral and written 
• Fluent in English, both oral and written 

 
 
 
 


